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Prefacing these applications with the ability of content termination,
users may use these applications for the purposes of drug deals, distribution
of child pornography, and other criminal activity, expecting any exchanged
content to delete upon expiration. In these cases, the recoverability of artifacts
becomes essential in investigations which includes, but is not limited to
observing the transferred content, timestamps, and associations amongst
Individuals. Snapchat factors focused on message status, time elapsed, and
the ‘clear feed’ option while Burner factors focused on time elapsed and
expiration method.
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